SA WG2 Temporary Document

Page 1

SA WG2 Meeting #122bis
S2-176658
21 - 25 August 2017, Sophia Antipolis, France

Source:
Huawei, HiSilicon, Samsung
Title:
Move the policy related procedures in TS 23.501 to TS 23.502

Document for:
Approval

Agenda Item:
6.5.6

Work Item / Release:
5G_ph1 / Rel-15

Abstract of the contribution:
This contribution proposes to move the policy related procedures in A.4 of TS 23.501 to TS 23.502.

1
Discussion
The Annex A in TS 23.501 is acting as a placeholder for policy framework. Since the procedures in A.4 have been updated with the approved PCF services and service operations and are seen stable, it’s proposed to move them from TS 23.501 to TS 23.502. 
2
Proposal

It is proposed to approve the following modification to TS 23.502. 
***** Start of Change # 1 *****
4.x
Procedures and flows for Policy Framework
4.x.1
UE Context Establishment

4.x.1.1
General

There are two cases considered for UE Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.
Editor's note:
The UE Context Establishment procedure for case 2 is to be defined after the inter AMF handover procedure is clear.

4.x.1.2
UE Context Establishment during registration
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Figure 4.x.1.2-1: UE Context Establishment during registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved:
1.
The AMF decides to establish UE Context with the PCF during registration procedure.
2.
The AMF sends Npcf_AMPolicyControl_Get to the PCF to retrieve the access and mobility control policy. The request includes the following information: UE Identity (SUPI), subscription notification indication and, if available, Service Area Restrictions, RFSP index which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI ULI, UE time zone, service network.
3.
The PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a  policy decision. Then the PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides AMC Rules and UE Policy. The acknowledgement includes the following information: Service Area Restrictions, RFSP Index, UE Policy (e.g. NSSP, SSCMSP, DNN Selection Policy).
Editor's note:
For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.

4.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the UE Policy and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN .

4.x.1.3
UE Context Establishment during AMF relocation

Editor's note:
This part is to be defined after the inter AMF handover procedure is clear.

4.x.2
UE Context Modification

There are two cases considered for UE Context Modification:

1.
The policy subscription related information of a UE changes.

2.
The conditions impacting the access and mobility control policy change, e.g. UE location.

4.x.2.1
UE Context Modification for Mobility Policy
This procedure is applicable to UE context modification due to change of mobility policy.
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Figure 4.x.2.1-1:
UE Context Modification-mobility policy

This procedure concerns both roaming and non-roaming scenarios.
Editor's note:
It is FFS if there is the case that the AF sends information related to the subscriber to the PCF which triggers the mobility policy update to the AMF where this procedure is also applicable.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.

1a.
Optionally, the PCF receives the event notification from the AMF via Namf_EventExposure_Notify service operation.

1b.
Optionally, the AMF sends Npcf_AMPolicyControl_Get Request to the PCF. This may be triggered in case updated subscription data is received from UDM as described in 23.502 registration procedure.

2.
The PCF makes the policy decision that triggers the change of access and mobility control policy.
3a. The PCF notifies the AMF of the updated policies via Npcf_AMPolicyControl_UpdateNotify service operation.
3b.
The PCF provides the updated AMC rules, URSP policy via Npcf_AMPolicyControl_Get Response operation..

4.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE.

4.x.2.2
UE Context Modification for UE Policy and Access Network Selection Policy

This procedure is applicable to UE context modification due to change of access network selection policy.
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Figure 4.x.2.2-1: UE Context Modification-UE policy and access network selection policy

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF.

1a.
Optionally, the UDR detects that the policy subscription profile of a UE has been changed.
1b.
Optionally, the PCF (if subscribed to) receives the Namf_EventExposure_Notify service operation that triggers the change of access and mobility control policy.

2a.
The UDR notifies the PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including UE permanent ID (SUPI). This is applicable to case 1a.

3.
The PCF makes the policy decision.

4.
The PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation(AMC Rules, , UE Policy) to the AMF.

The AMF sends Acknowledgement to the PCF.

5.
The AMF deploys the access and mobility control policy, which includes provisioning of the UE Policy to the UE and provisioning the RFSP index to the RAN
4.x.3
UE Context Termination

4.x.3.1
General

The following case is considered for UE Context Termination:

-
UE de-registration from the network.

Editor's note:
It is FFS if the UE Context Termination procedure is applicable in the case the policy profile is fully removed in the UDR.

4.x.3.2
AMF-initiated UE Context Termination
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Figure 4.x.3.2-1: AMF-initiated UE Context Termination

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved.
1.
The AMF decides to terminate the UE Context during de-registration procedure.

2.
The AMF sends the Npcf_AMPolicyControl_Delete  service operation including SUPI to the PCF.

The PCF replies to the AMF with an Acknowledgement including success or failure.

3.
The AMF removes the Access and Mobility Control Policy related to the UE.

Editor's note:
It is FFS how to optimize the procedures to reduce the impact on the signalling, e.g. by merging the UE policy and access and mobility management policy into a single message.
***** End of Change # 1 *****
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